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Technology needs are evolving in the modern workplace
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IT challenges of the modern workplace

How do you empower users while
protecting your most important assets?
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Transformative device management and security

Microsoft Flexible Device Management
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Why choose Microsoft?
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Most complete

Transform how you
manage 10S, Android,
macOS, and Windows

devices, powered by the
Microsoft intelligent cloud

U

Most secure

Apply conditional
access and security
controls for all apps

and data, on corporate
and personal devices

Fastest time to value

Remove barriers to
productivity with fast roll-out
of new services and out-of-box
integration with Microsoft
architecture and apps



Transform IT delivery and
device management

Zero-touch IT provisioning for all
devices using Windows Autopilot,
Apple Business Manager, or Android
Enterprise

App lifecycle management for
in-house (LOB) apps, public store
apps, and traditional Win32 apps

Depth of configuration and security
controls across any device




&2 Search resources, services, and docs
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Home > Microsoft Intune > Conditional access - Policies l/ \l
Conditional access - Policies =)

< o Newpolicy s What If

® Overview o Interested in understanding the impact of the policies on a user sign-in? ¢

Manage POLICY NAME

2 ctian = Policies Baseline policy: Require MFA for admins (Preview)

Exchange ActiveSync
ol 9 Y On-Prem Intranet Conditional Access iOS

Monitor On-Prem Intranet Conditional Access Android
Audit logs
8 rum ogs SharePoint Restricted Access - Block apps on unmanaged ¢ E E
|
Setup SharePoint Restricted Access - Restrictions for browser acces.

£3 Exch i t
Lo biehange service cannector Restrict Exchange Online - Allow Outlook

Help and support Restrict Exchange Online - Block Browser

2 Help and support Twitter
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Secure apps and data in the
modern workplace

Respond to internal and external
threats with real-time risk-analysis
before access to company data

Protect corporate data before, during
and after they are shared, even outside
the company

Extensive visibility and intelligent
cloud-powered insights to improve
end-to-end security posture



Remove barriers to productivity

Deliver native app experiences that
work and feel natural on any platform

Simplify access to resources
employees need with single sign-on,
for faster service roll-out

Enable Office apps that users
love on mobile devices, without
compromising data security




All endpoints managed from a Microsoft 365 console
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Microsoft 365 Device Management
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Microsoft Technology Partners

Intune integrated partners enhance the Microsoft 365
user experience and protect your company resources
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Microsoft device management is for all organizations

Knowledge Firstline Small, Medium Teachers &
Workers Workers Businesses Students

Microsoft 365 Enterprise Microsoft 365 F1 Microsoft 365 Business Microsoft 365 Education

(Intune for Education)



Figure 1. Magic Quadrant for Unified Endpoint Management Tools
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* Source: Gartner, Magic Quadrant for Unified Endpoint Management Tools, S ManageEngine
Chris Silva, Rob Smith, et al, 23 July 2018
@ Snow Software

Disclaimer: This graphic was published by Gartner, Inc. as part of a larger
research document and should be evaluated in the context of the entire
document. The Gartner document is available upon request from

https://aka.ms/IntuneMQ

Gartner does not endorse any vendor, product or service depicted in its
research publications, and does not advise technology users to select only
those vendors with the highest ratings or other designation. Gartner research
publications consist of the opinions of Gartner's research organization and
should not be construed as statements of fact. Gartner disclaims all
warranties, expressed or implied, with respect to this research, including any

warranties of merchantability or fitness for a particular purpose. COMPLETENESS OF VISION — As of June 2018 © Gartner, Inc
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Source: Gartner (July 2018)



https://aka.ms/IntuneMQ

FastTrack for all Microsoft 365 customers
Team of engineers to help plan your deployment, included with every subscription
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Deploy
new cloud
capabilities

Access
engineering
expertise

Gain user
adoption

Light up Microsoft 365 services, migrate email and content
Enable intelligent communications and chat-based collaboration
Deploy and securely manage devices

End-to-end guidance built by Microsoft engineering
Access self-serve tools and resources
Guidance delivered remotely by Microsoft engineers or approved partners

Create a holistic plan to accelerate user adoption
Proven methodologies for a successful implementation
Resources to increase capacity for change management



Key Takeaways

Most complete

Intune and ConfigMgr
deliver most complete
management of
modern workplace

Most secure

Extensive cloud powered
insights and policy-
driven actions for the
most secure protection
of your data

Fastest time to value

Remove barriers to
productivity on any
personal and company-
owned devices without
compromising security



Next steps
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Learn more about Get a free 90-day trial, Plan your deployment with
Microsoft flexible evaluate Enterprise FastTrack experts included
device management Mobility + Security (EMS) in EMS subscription


https://info.microsoft.com/RequestEMSDemoRegistration.html?ls=Website
https://www.microsoft.com/cloud-platform/enterprise-mobility-security-trial
https://fasttrack.microsoft.com/ems

m Microsoft 365
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