Commvault’s eDiscovery and Compliance Information Workflow Maximizes Your Enterprise Environment

The Commvault® E-Discovery and Search capabilities enable corporate compliance departments to quickly identify and locate sensitive data related to internal or regulatory audit. Whether an organization is looking for indications of insider trading, protected health information, social security numbers, or credit card data, Commvault’s Compliance software can integrate with your Microsoft® investments to best adapt to your organizational processes.

Commvault uses Microsoft Azure™ and Windows Server® as the foundation for heterogeneous eDiscovery and content search. Commvault’s indexing can integrate with Microsoft analytics engines like Cortana® and Analytics Platform System®. Commvault’s indexing is heterogeneous and spans data from various releases of Exchange™ Office 365™, SharePoint® and other various files.

A Microsoft-Based Foundation

Commvault uses Microsoft Azure™ and Windows Server® as the foundation for heterogeneous eDiscovery and content search.

Indexing Compatibility

Commvault’s indexing can integrate with Microsoft analytics engines like Cortana® and Analytics Platform System®.

Indexing Versatility

Commvault’s indexing is heterogeneous and spans data from various releases of Exchange™ Office 365™, SharePoint® and other various files.

About Commvault

Commvault is a leader in data storage and management, Microsoft leverages Commvault for Azure, Office, and other technologies. Microsoft and Commvault have forged a relationship that spans a decade, delivering industry leading data management solutions. Relevant Commvault awards include:

- 2010 Global ISV Infrastructure Partner of the Year Finalist
- 2011 Server Platform Partner of the Year
- 2012 ISV-Windows Azure Partner of the Year Finalist
- 2014 Server Platform Partner of the Year
- 2015 Data Platform Partner of the Year Finalist
- 2015 Modern Datacenter: Hybrid Partner of the Year Finalist

Commvault in Action

“With the ‘Commvault point-in-time’ option, we just point and click to implementing each layer of the server separately – and then running it all through a security scan. We can be tremendously more productive, because our backups and restores are faster and virtually effortless.”

Terry Poovey,
Manager of Storage Administration,
Raymond James Financial
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The Commvault eDiscovery and Compliance Workflow Solution has You Covered

Protect

Granular reporting on result sets and legal hold sets including record disposition, authenticity, and chain of custody

Automated classification of data based on content, including sensitive data such as protected health information (PHI), social security numbers, and credit card data

Accelerated eDiscovery and compliance workflows enable a secure legal hold with a central repository for all electronically stored information

Comply

Archiving, retention hold, and enhanced eDiscovery support capabilities that enable improved regulatory compliance support with Exchange and SharePoint

Enables data to be automatically delivered to the appropriate internal resource based on their assigned role in the eDiscovery or compliance process

Support for Azure and other cloud storage solutions to ensure compatibility with existing and future investments

Access

Data can be exported directly from Commvault software in multiple formats including PST, NSF, XML, or compressed native format

A unified web portal is customizable to the needs of different users with specific capabilities

The results of information searches, common classification schemas and information collections can be intuitively shared amongst peers

Manage

Leverage advanced sorting and filtering options, to quickly eliminate non-responsive and privileged data in-house, saving costs

Commvault’s foundation includes global deduplication and data compression to reduce storage costs and network usage

Unparalleled scope and scalability provides support across multiple sites and geographies, regardless of data repository

Top Reasons Why Customers Choose Commvault’s eDiscovery and Compliance Information Workflow

1. Conduct real-time searches related to litigation, subpoenas, internal investigations, or public information requests

2. Leverage role-based workflow so that the appropriate resources execute assigned tasks during the litigation timeline

3. Conduct manual or automated searches to locate and review unstructured data

4. Classify or mark data automatically or manually based on content including sensitive or protected information

5. Leverage role-based workflow to drive data to the appropriate information worker – Compliance Officer, Risk Managers, and/or In-House Counsel

Additional Information

Email Microsoft@commvault.com

Microsoft Corporation
One Microsoft Way Redmond, WA 98052, USA

Commvault
1 Commvault Way Tinton Falls, NJ 07724, USA

Resources

partners.commvault.com/English/microsoft.aspx
commvault.com/microsoft
microsoft.com/commvault
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